
iEDPS 

iEDPS also helps protect confidential, 

sensitive, private, and personally identifiable 

information within enterprise repositories, 

and adhere to global regulatory standards 

such as HIPAA, PIPEDA, PCI DSS, GLBA, ITAR, 

SOX, and JSOX.

Loaded with deterministic, selective, 

dynamic, and static masking tools, iEDPS can 

be deployed on any platform, and supports 

all major databases and file systems. A typical 

data protection solution implementation 

using iEDPS at a client location takes 8 to 12 

weeks.

Execution modes
•  Standalone

•  Batch 

Supported Data Sources
•  Any JDBC compliant DB

•  Files

•  Message Queues

Supported File Formats
•  Fixed Record

•  Delimited

•  XML

•  JSON

•  SWIFT, FED, CHIPS  

Supported Platforms
•  Windows

•  Unix / Linux

•  Mainframe z/OS

•  Hadoop  

Abstract 

The Infosys Enterprise Data Privacy Suite (iEDPS), an easy-to-use, high performance, scalable, and cost-effective data privacy and protection product 
that automates the data masking process of an enterprise in a centralized manner.
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Key Features of iEDPS

Discovery Dashboards

Sensitive Data Discovery

Static and Dynamic Masking

Synthetic Data Generation

Big Data Masking

Data Sub Setting

Bene�ts of iEDPS

Lowers 
Implementation 

& Operating 
Costs

E�ectively scale 
up to masking 

millions of 
records 

Helps in 
establishing a 

data governance 

Ensures data 
privacy & 

conforms to data 
compliance  laws

Faster time to 
market

Improves test 
data quality

https://twitter.com/infosys
https://www.linkedin.com/company/infosys
https://www.youtube.com/user/Infosys
https://www.slideshare.net/infosys
https://www.infosys.com/

